Please include both the source code and a screen shot for all PHP scripts.

60. Write a PHP script with a source code injection vulnerability. Demonstrate how to exploit the vulnerability, using a remote source include.

61. Show how to manipulate a .gif image so that it can be used to exploit a PHP script with a source code injection vulnerability.

62. Show how to use the server’s access logs to exploit a PHP script with a source code injection vulnerability.

63. Write a PHP script with a vulnerability caused by automatic variable registration. Show how to exploit it.

64. What steps should be taken in a script to avoid problems cause by automatic variable registration?

65. Write a PHP script that suffers from a cross-site scripting vulnerability caused by a user entering data in a form. Exploit the vulnerability to create a forged page using JavaScript.

66. Exploit the previous script in the same fashion, but without using JavaScript.

67. Modify the previous script so that it retains the same functionality, but no longer suffers from a cross site scripting flaw.

68. Write a PHP script that suffers from a cross-site scripting vulnerability that can be exploited by a malicious link. Exploit the vulnerability to show a forged web page.

69. Modify the previous script so that it retains the same functionality, but no longer suffers from a cross site scripting flaw.